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(3) Drills and exercises; 
(4) Records and documentation; 
(5) Response to change in MARSEC 

Level; 
(6) Procedures for interfacing with 

vessels; 
(7) Declaration of Security (DoS); 
(8) Communications; 
(9) Security systems and equipment 

maintenance; 
(10) Security measures for access con-

trol, including designated public access 
areas; 

(11) Security measures for restricted 
areas; 

(12) Security measures for handling 
cargo; 

(13) Security measures for delivery of 
vessel stores and bunkers; 

(14) Security measures for moni-
toring; 

(15) Security incident procedures; 
(16) Audits and security plan amend-

ments; 
(17) Facility Security Assessment 

(FSA) report; and 
(18) Facility Vulnerability and Secu-

rity Measures Summary (Form CG– 
6025) in appendix A to part 105–Facility 
Vulnerability and Security Measures 
Summary (CG–6025). 

(b) The facility owner or operator 
must ensure that the FSP describes in 
detail how each of the individual re-
quirements of subpart B of this part 
will be met. 

(c) The Facility Vulnerability and 
Security Measures Summary (Form 
CG–6025) must be completed using in-
formation in the FSA concerning iden-
tified vulnerabilities and information 
in the FSP concerning security meas-
ures in mitigation of these 
vulnerabilities. 

§ 105.410 Submission and approval. 
(a) On or before December 31, 2003, 

the owner or operator of each facility 
currently in operation must either: 

(1) Submit one copy of their Facility 
Security Plan (FSP) for review and ap-
proval to the cognizant COTP and a 
letter certifying that the FSP meets 
applicable requirements of this part; or 

(2) If intending to operate under an 
Approved Security Program, a letter 
signed by the facility owner or oper-
ator stating which approved Alter-

native Security Program the owner or 
operator intends to use. 

(b) Owners or operators of facilities 
not in service on or before December 
31, 2003, must comply with the require-
ments in paragraph (a) of this section 
60 days prior to beginning operations 
or by December 31, 2003, whichever is 
later. 

(c) The cognizant COTP will examine 
each submission for compliance with 
this part and either: 

(1) Approve it and specify any condi-
tions of approval, returning to the sub-
mitter a letter stating its acceptance 
and any conditions; 

(2) Return it for revision, returning a 
copy to the submitter with brief de-
scriptions of the required revisions; or 

(3) Disapprove it, returning a copy to 
the submitter with a brief statement of 
the reasons for disapproval. 

(d) An FSP may be submitted and ap-
proved to cover more than one facility 
where they share similarities in design 
and operations, if authorized and ap-
proved by each cognizant COTP. 

(e) Each facility owner or operator 
that submits one FSP to cover two or 
more facilities of similar design and 
operation must address facility-specific 
information that includes the design 
and operational characteristics of each 
facility and must complete a separate 
Facility Vulnerability and Security 
Measures Summary (Form CG–6025), in 
appendix A to part 105—Facility Vul-
nerability and Security Measures Sum-
mary (CG–6025), for each facility cov-
ered by the plan. 

(f) A FSP that is approved by the 
cognizant COTP is valid for five years 
from the date of its approval. 

[USCG–2003–14732, 68 FR 39322, July 1, 2003; 68 
FR 41916, July 16, 2003, as amended at 68 FR 
60542, Oct. 22, 2003] 

§ 105.415 Amendment and audit. 

(a) Amendments. (1) Amendments to a 
Facility Security Plan (FSP) that is 
approved by the cognizant COTP may 
be initiated by: 

(i) The facility owner or operator; or 
(ii) The cognizant COTP upon a de-

termination that an amendment is 
needed to maintain the facility’s secu-
rity. The cognizant COTP, who will 
give the facility owner or operator 
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